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Corporate Security in the Field of Critical Infrastructure  
 
We are living in an ever-faster evolving world that is constantly subject to chance. That 
being said, challenges like disasters, crime, or terrorism are affecting our whole society 
and our business environment. To achieve integrated and comprehensive security, it is 
essential to incorporate all the stakeholders of a process. This applies to all processes, 
regardless of them being business processes or  ´federal or more generic ones.  
 
Corporate Security means to make all the necessary strategical and operative 
preparations within an organisation or company to assure the continued service and 
functionality of that institution, even in face of intentional attacks or other hazards (i. e. 
natural disasters) 
 
Corporate Security consists of a policy that defines a level of capability to operate in 
face of hazards that has to be reached. Another pillow is security management, which 
provides solutions against intentional risks and tries to reduce them in a proper way. 
Last but not least provisions for crisis management have to be established. 
 
Overall, Corporate Security considers and defines the specific needs of the economic 
systems to contribute for security. 
 
 
 


